
Avoid sharing private information by:
• Not typing it into the call chat 
• Being aware of your surroundings 
• Closing unnecessary software in case you 

screen share. 

1.

2. If you are hosting, use security 
settings such as meeting passwords 
or waiting rooms. 

3. Assume the call is recorded, even if it 
doesn’t appear to be recorded. 

4. Keep your video call software 
up to date for the latest security 
settings and security fixes. 

Video Call Safety
Video calls are abundant with opportunities to compromise your private 
information. Follow these tips to help form safe video call practices to protect 
yourself from slip ups or malicious acts from others.


